
 

 
 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

STAYING SAFE ONLINE 
  Always ask before you use a device and use it 

when an Adult is nearby. Don’t have too much screentime! 

  This is Private and 

shouldn’t be shared with people you don’t know. 
Don’t share your name, address, school, phone number or places you go. 

   These are for your family and friends.    

Never send a photo of yourself without checking with 
your Parents. If someone asks for a photo online, tell your grown-up. 

 If something doesn’t seem right, 

don’t switch off - Shout out! We check what you look for online in 

school to keep you safe - let your grown-up decide what to do. 
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SAFE Apps KS2 – KeepingSafe2 

Stop

• Stop and think before you share! Your photos, personal information and words 
will no longer be under your control once you have published them. Don't use 
other people's ideas, images or words without their permission.

Alert
• Are you protecting your passwords? Be alert about security at all times. Change 

your passwords regularly and never share them. 

Fake

• Is it fake or is it real? News, views and images can all be fake and we need to 
take time to question it. Don't believe everything you see on screen! Think 
before you repeat it or try to copy it: is it the truth? Is it real?

Engage

• Are you an informed Internet user? If something worries you, don't ignore it: 
talk about it! Your teachers monitor what you search for and see online, and our 
filters keep you safe. Stay engaged: your online safety matters.


